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1. Introduction

Vaidio provides several types of trigger action:
o Email Notification
o HTTP
e  BTX Bridge to Milestone XProtect
e  APP Notification
e Genetec
e Network Optix
e Digital Watchdog
In this document, we will focus on HTTP and NVR related.
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2. Trigger action parameters

How to add trigger action in Vaidio?
1. In Vaidio, go to Alert menu.
2. In Alert page, click Add Alert to open Add Alert page.
3. InTrigger Action, enter following fields:

Add Alert x
Alert Name Add Notes
Define Rule Trigger (Optional)
AlertType:  video Search v Trigger Action:  HTTP v
— Bt Enter hitp URL

Type: - a - 0 Enter HTTP content
Content Type:  textiplain 4
Account: Authentication type:  NoAuth v
Password Requesttype: GET v
i Schedule
©Add  Check Connection
Action Trigger (Optional)
Qcancel QoK

HTTP Trigger Action

User can click to view parameters:

X
Available parameters:
For HTTP URL or HTTP content Email Notification NetworkOptix, DigitalWatchDog;
{camerald}
{cameraName}
{nvrld}
{nvriP}
{nvrPort)
{nvrChannelld}
{nvName}
{nvrAccount}
{nvrPassword}
{startTime}
{endTime}
{eventTimeStamp}
{sceneld}
{alertRuleName}
{alertid}
{alertimage}
{licensePlateTarget}
{licensePlateTargetCategory}
(licensePlate}
{licensePlateDescription}
{licensePlateVehicleOwner}
{licensePlateAddress}
(licensePlateRegistrationDate}
{faceTargetCategory}
{faceTargetid}
{faceTarget}
{faceSimilarity}
{faceTemperature}
{faceTargetFile}
{faceFile}
(faceKeyld}
{roild}
{roiRegion}
{hostiP}
{hostHittpPort)
{hostHttpsPort}
Example:
Http Trigger setting
hito:#/127.0.0.1/action.cgi Ti
Http Trigger sent when alert happened:
hitn://127.0 0 1/action.cgi?index=1 1541001600

For HTTP content with POST type only:
{sceneDetail}

{sceneObjects}

{alertObiects}

By using specified parameters in the http URL, trigger action will convert the event to the target server or NVR.
Below table explain the parameter using:
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HTTP URL/content/Email/] . HTTP content with POST type

Alert types Parameters

ALL {camerald}
{cameraName}
{nvrid}
{nvrIP}
{nvrPort}
{nvrChannelld}
{nvrName}
{nvrAccount}
{nvrPassword

{startTime}
{endTime}
{eventTimeStamp.
{sceneld}
{alertRuleMame}
{alertid}
{alertimage}
{alertimageUrl}
{alertMetadatalrl}
{scenelmageUrl}

{hostIP}
{hostHttpPort
{hostHttpsPort}

Alert types Parameters Alert parameters
types
LPR {licensePlateTargetCategory} ALL {alertimageBaseb4}

{licensePlateTarget} {alertimagelpg}
{licensePlate} {alertimageMetadata}
{licensePlateDescription} {alertimageMetadataBase6d}
{licensePlateVehicleQwner} {alertimageMetadatalpg
{licensePlateAddress} {alertObjects}

{licensePlateRegistrationDate

{sceneDetail}

FR {faceTargetCatezory} {scenelmageBase64}
{faceTargetld} {scenelmagelpg
{faceTarget} {sceneObijects
{faceSimilarity}

{faceTemperature} FR {faceFileBaseb64}

{faceFile} {faceFilelpg}

{faceKeyld} {faceTargetFileBaseb4}
{faceTargetFilelpg}

{roiid}

{roiRegion}

1D, OLE...

<
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3. Trigger action - HTTP

Scenario 1:
User wants to trigger an alert image of Video Search using GET.

[Vaidio Server]
In Alert http trigger, enter the target IP ends with {alertimage}.
http://xxx.xxx.xxx.xxx/{alertimage}

Edit Alert x
hitp_test Add Noles

Define Rule Trigger (Optional)

Alert TYpe.  \ideo Search v Trigger ActifT=TTITTE -
— 0 nttp:i172.16.22.184:999 alertimage}
vPe & & Enter HTTP content
All vehicle @ =0 =

Content Type:  text/plain v
Account Authentication type:  NoAuth v
Password Reguest type: GET v

8 Schedule
Save Check Connection

Action Trigger {Optional)
HTTP hitp:/1172.16.22.134:000/{alertimage} P

O cancel oK

The alert image is shown on Alert Dashboard when it happens.

>

[Target Server]
Trigger server received example.
Using GET to trigger alert image.

('do_GET:*, ')
172.16.15.131 - - [27/0ct/2020 18:12:10] "GET /samba/image/2020/10/27/10/12/97/959fae03-68a3-4494-986f-42d81da5839b.jpg HTTP/1.1" 200 -

Use result to get original Image
http://172.16.15.131/ainvr/samba/image/2020/10/27/10/12/97/10.12.10.391.jpg
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Scenario 2:
User wants to trigger an alert image of Video Search using POST.

[Vaidio Server]
In Alert http trigger, enter http://xxx.xxx.xxx.xxx/result in http URL and
{"detail":{sceneDetail},"detectedIimage":"{alertimage}"} in content text field.

Edit Alert x
hitp_test Add Notes
Define Rule Trigger (Optional)
Al TYPE.  vigeo Search v Trigger Action: ~ HTTP v
™0 e |
Ve o & W O {“detail"{sceneDetail),"detectedimage” ‘{alerllr"lage}'}l

Al vehicle @ = 0 =

Content Type: text/plain v
Account: Authentication type: NoAuth
Password Reguest type:  POST v

fE Schedule

E8 Save Check Connection

Action Trigger (Optional)

HTTP hitp:172 16.22.184-998 result .

@ Cancel @OK

The alert image is shown on Alert Dashboard when it happens.
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[VAIDIO] > At

=) Dashboard  History  Alert Rule

) B =

eX WY P o

B o

%l Ee

2020-11-09 15:59:36
hitp_test
A Video Search

1000 km
S0

[Target Server]

Trigger server received example.
Using POST to trigger alert image.

Received Result

&
1~ |{
2~  "detail™: {
3 "sceneld": 1561,
4 "camerald": 1,
5 "footageId"”: null,
6 "source": "livestream”,
7 "datetime": 1684503278829,
8 "file": "image/2020/11/9/7/51/1/07.51.10.829.jpg",
9 "frameIndex": -1,
08‘ "camera": {3},

333 "latitude": null,

334 "longitude”: null,

335 "hashtagId": [],

336 "hashtags": null,

337 "ainvrId": 1

338 }s
m "detectedImage”: "samba/image/2020/11/9/7/51/1/7c8d3234-2@c8-4bd7-bd9b-368495210d51. jpg”

For {sceneDetail}
For {alertimage}
Scenario 3:
User wants to trigger an alert image of Intrusion using POST.

[Vaidio Server]
In Alert http trigger, enter http://xxx.xxx.xxx.xxx/result in http URL and

o "

{"roiRegion":{roiRegion},"alertRuleName":"{alertRuleName}", "alertimage":"{alertimage}", "alertObjects":{alertObjects}}
In content text field.
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Trigger (Optional)

Trigger Action: ~ HTTP

B 10 =T T M a1 =T T B = =T i = NI=3 05T T-3

{aleriRuleMame}" "aleriimage™" -

Content Type: m Y 0
Account: Authentication type: NoAuth
Password: Request type: POST v

Save Check Connecfion
The alert image is shown on Alert Dashboard when it happens.

2020-11-16 13:58:07
http_id

A Intrusion

m TEST

[Target Server]
Trigger server received example.
Using POST to trigger alert image.
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1+
2~  "roiRegion™: [
3~
4~ o"contour“: [
5+ {
6 "w": 265,
7 "y": 1354
8 })
G- {
18 "x": 937,
11 "yt 1845
12 })
13 - {
14 "w"i 736,
15 "y":i 215
16 1,
17 - {
18 "W 532,
19 "y": 289
20 1
21 ]
22 }
23 ].D
24 "alertRuleName™: "http_id",
25 "alertImage"”: “samba/image/2020/11/16/5/58/9/04b71ca2-04a2-4453-a%dd-cdd413fa9779. jpg”.,
26~ "alertObjects": [
27 - {
28 "confidence™: B.%544848,
29 "type": "person”,
38 - "region”: {
31 "w"i 563,
32 "y"i 863,
33 "w": 148,
34 "h": 258
35
36+ "properties™: [
37 "red",
38 "black”
39 1
42 "size": 37588
41 }
a2 ]
43 |

iRegion":{roiRegion} The region of Intrusion ROI
rtObjects":{alertObjects} The intrusion detected object in the ROI region

Scenario 4:
User wants to trigger an alert image of Face Recognition in a List using POST.

[Vaidio Server]

In Alert http trigger, enter http://xxx.xxx.xxx.xxx/opendoor in http URL and
{"faceTargetCategory":"{faceTargetCategory}","faceTarget":"{faceTarget}","faceTargetld":"{faceTargetld}","faceTargetFile":"{faceTargetFile}","faceSimilar
ty":"{faceSimilarity}","faceFile":"{faceFile}","Alertimage":"{alertimage}"}

In content text field. 0
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Trigger (Optional)
Trigger Action: ~ HTTP ¥

hitp:/M72.16.22.184:95% opendoor

[RALLEIE=2 L [0t L= o F|
{faceTargeiCategory}", faceTarget""” - ‘
Content Type:  text/plain v
Account: Authentication type: NoAuth
Password: Request type: POST v

Save Check Connection

The alert image is shown on Alert Dashboard when it happens.

2020-11-16 14:18:28 *)
Open door_hitp

A Face Recognition

m Y Corridor

Trigger server received example.
Using POST to trigger alert image.

1-|{

2 "faceTargetCategory”: "office”,

3 - k=) = = : = 'IJ

"faceTargetId": "226bd578-1693-43e7-8abl-2adad3cf33cl”,

"faceTargetFile": “data:image/jpeg;baset4, /9]/4AA0SKIIRZABAQAAADABAAD / 2wBDAATBAQEBAQIBAQECARTCAZODAE

o TR N

g = - " -bfe6-debfs232cedc. jpg”

"faceFile™: “"image/2020/11/16/6/18/44/06.18.26.062.jpg_0. j;:lg",‘!l1

Scenario 5:
User wants to trigger an alert image of Face Recognition Not in List using POST.

[Vaidio Server]

In Alert http trigger, enter http://xxx.xxx.xxx.xxx/FoundStranger in http URL and

{"faceTargetCategory":"{faceTargetCategory}","faceTarget":"{faceTarget}","faceTargetld":"{faceTargetld}","faceTargetFile":"{faceTargetFile}","faceSimilari
ty":"{faceSimilarity}","faceFile":"{faceFile}","Alertimage":"{alertimage}"}

In content text field. 0
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Trigger (Optional)

Trigger Action:  HTTP L

hitp172.16.22.184:995/FoundStranger

{"faceTargetCategory"” -
{faceTargetCategory}”, faceTarget™"” - e

Content Type:  texi/plain L]

Account: Authentication type: NoAuth «

FPassword: Request type: POST L]

Save Check Connection

The alert image is shown on Alert Dashboard when it happens.

2020-11-16 14:49:28 Q
Found Stranger

A Face Recognition

mM 1Y Corridor

[Target Server]
Trigger server received example.
Using POST to trigger alert image.

1-{

"faceTarget™:
"faceTargetId": "",

"faceTargetFile": ™",
"faceSimilarity™:

0= = RN R JN, QR SO Y}

i

Note:
{timestamp} can be converted to any format, please reference iso8601 for more detail.

https://en.wikipedia.org/wiki/ISO 8601
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4. Trigger action — BTX Bridge to Milestone
XProtect

Scenario 1:
User wants to add a white car alert in Vaidio and send to Milestone via Milestone BTX Bridge.

[Vaidio Server]

To add a Video Search for white car alert and trigger an event in Vaidio to Milestone XProtect using its special
protocol BTX Bridge.

In Trigger section, select BTX Bridge to Milestone XProtect in Trigger Action pulldown list. Enter the IP Address/
Domain Name (Port), Account and Password of the BTX Bridge.

Click Check Connection to make sure the connection works.

Click Add to add this trigger action.

Click OK to apply the Alert trigger action.

Add Alert x

Alert Name Add Notes
Define Rule Trigger (Optional)

AertType:  video Search - Trigger Action: BT Bridge to Milestone XProtect
- 10 1P/ Domain Name: | 172.16.15.115
e e & % 0 Account: | admin

car>2x

ischecuie

©Add Check Connection

Action Trigger (Optional)

Gcancel Q0K

[BTX Bridge to Milestone XProtect]
To integrates Vaidio event into Milestone XProtect.

[Log [ Anaptics o Miesto W =

Opions
= rYro— — | Popudale device names [T Vst for DbiKnock groups  [¥] Hew dBounce ogic:
__""d (] with master camera names. @
- 0n prec o “Fiefrezh [ somosmoscwron |
Rcfosh Hilestono Evenis | BT Milestone Cameas™ bufton]

Dt Dinlog *Too-Soor” DblK nock Graupe:

Delsd Dblfnock seconds 50

Camesa & Device Mappings

[ avedappings | | Remove | | Repicaste | | AumPrz |
| Dbl-Knock.
o M lDﬂWﬂt"( Elmeﬂl 5 Adsim gmm DbHRnock. SSM
Miestone Analyics Device i Debounc Event ched Keywod Groups Window [ Secands
Stohus oy e Bl Pend bumper On  Scheode 3R O e on  Exe oty Lt Dcumence: PTZ Camera Nome P12 Preset Name
econd length]] slaim Countdown  Alam
Eligls to
Rerun]

How to display scene images received from Vaidio.
1. Copy IYalarm directory to C:\Program Files\Milestone\XProtect Smart Client\MIPPlugins folder. IYalarm is a custom
plugin written by IronYun whose purpose is to display images from Vaidio.
2. Create an HTML window in your view and assign the URL with /ainvr (or any string that includes /ainvr). An HTML
window is a standard Milestone window type. When the IYalarm plugin sees the /ainvr string, it knows that it should
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manage the window for Vaidio images.

Alternatively, the Milestone\XProtect Smart Client\MIPPlugins folder could be located in the C:\Program Files (x86) directory.

Go to Device map in BTX Bridge to see Camera & Device Mappings data table, change the Analytics Device
Name to the camera name of Trigger Action assigned to.

Click Save Mappings to apply action and check result in Milestone XProtect Smart Client.

Milestone XProtect Smart Client 3/5/209540:02PM  — O X
Playback Seq slorer ¥ - ®OF Y
Setup o

Additional Info:
To get Milestone BTX Bridge, go to this link for more information.
https://www.milestonesys.com/marketplace/app-techs-corp/bridge-to-xprotect/
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5. Trigger action — Network Optix

Scenario 1:

User wants to add a FR alert in Vaidio and trigger to NX Witness.

To trigger an FR alert when target face is detected by the camera. In this case, the trigger http written in a
createEvent API to talk to NX server when a FR alert happens.

[Vaidio Server]

Click Add Alert button in Alert Rule under Alert menu. Add Alert panel pops up.

In Add Alert panel, add a FR Alert by selecting camera and FR list in Define Rule section.
Add an http trigger at Trigger Action section.

Select Network Optix in Trigger Action pulldown list.

Enter Account and Password if NX require login access. The User Name and Password should be provided by the
NX system administrator.

. IP/ Domain Name: IP address of Nx

. User Name: login account of Nx

U Password: login password of Nx

. PORT: port of Nx, default value is 7001.
. Source Contains: Free Text

. Caption Contains: Free Text

. Description Contains Free Text
Click OK to apply http in this alert rule.

Add Alert %

Add Notes

Define Rule Trigger (Optional)

Alert Type:  \nies gearch v Trigger Action’  Network Optix v
- 5 IP/ Domain Name:
Tee: o & % 0 User Name
Password:
Source Contains:
Caption Contains:

Description Contains:

Action Trigger (Optional)

[Nx Witness Client]

To sync the event from Valid.

Right click a camera from the camera tree at the left and see context menu. In the context menu, select Camera
Rule to add a camera event. In Event Rule panel, click Add to add a new event.
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= EventLog...

Source > Action Target

B I

R R

®

™
=
=

Restore All Rules to Defauit Cancel

1.
2.

Event and Action option boxes would expend.
Event Rules - Nx Witness Client O 1%

cf27c7fe-7125-65d5-92a9-b9e0024038e9 + Add = Delete = EvenilLog...

3
[=]
S

Event - i Target Interval of Action

=

On Generic Event

[CUN T

=

Bookm

On Generic Event > Bookmark 7 IronYun Front Door

Generic Event - Occurs v Bookmark
media T IronYun Front Door
M Fixedduration: 5

1

Schedule... FaceDetected

Restore All Rules to Default Cancel

3.

In Event, select Generic Event in the Event box for synchronizing Vaidio alert to NX server.

Make sure the Source contains, Caption contains and Descriptions are with the correct entries according to the
content defined in the http trigger in Vaidio Alert.

http://XXXX:XXXX @ XXX.XXX. XXX.XXX:XXXX/api/createEvent?caption=FREvent&source=media&description=Staff

Enter media for Source contains
Enter FREvent for Caption contains
Enter Staff for Description contains
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In Action, select an Action from Action dropdown menu to do when the event happens. In this example, select
Bookmark from Do action pulldown list and select a camera at camera pulldown list to trigger when the event
happens.

Click OK to confirm the Event and Action in Event Rule setting.
Back to the main page.

Event Bookmark for timeline playback
Vaidio alert would be shown as event when there is the event happen. Turn on the bookmark switch

|
- Show Bookmarks

n i

at the right end of the timeline, user can see blue bookmark segment on

timeline, click on it to see detail event and click H to playback the event.

15May 2019
8:56:10 am

Scenario 2:

User wants to add a FR alert in Vaidio and trigger to NX Witness.

To trigger an FR alert when target face is detected by the camera. In this case, the trigger http writtenin a
createEvent API to talk to NX server when a FR alert happens.

[Vaidio Server]

Click Add Alert button in Alert Rule under Alert menu. Add Alert panel pops up. In Add Alert panel, add a FR
Alert by selecting camera and FR list in Define Rule section. Add a http trigger at Trigger Action section. Select
Network Optix in Trigger Action pulldown list.

Enter Account and Password if NX require login access. The User Name and Password should be provided by the
NX system administrator.

. IP/ Domain Name: IP address of Nx

. User Name: login account of Nx

. Password: login password of Nx

. PORT: port of Nx, default value is 7001.
. Source Contains: Free Text

. Caption Contains: Free Text
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. Description Contains Free Text
Click OK to apply http in this alert rule.

Nx Witness Client]

To sync the event from Vaidio. Right click a camera from the camera tree at the left and see context menu. In

the context menu, select Camera Rule to add a camera event. In Event Rule panel, click Add to add a new event.
o s - Nx W "

= Event Log..
Event Source > Action Target

-t

S Usel
-l

be )2 e

Li3

a

Restore All Rules to Default Cancel

Event and Action option boxes would expend.
i [} Event Rules - Nx Witness Client O x |
cf27c7ic-7125-e5d5-92a9-b9e0024038e3 + Add = Delete = EventLog...
Oon Event Se = Action Target Interval of Action
4
4
[
=
=
=
4
¥ Fixed duration:
schedule...
Restore All Rules to Default Cancel

In Event, select Generic Event in the Event box for synchronizing Vaidio alert to NX server.

Make sure the Source contains, Caption contains and Descriptions are with the correct entries according to the
content defined in the http trigger in Vaidio Alert.

XXXXIXXXX @ XXX XXX XXX XXX:XxxX/api/createEvent?source=FR door 1&caption=FR know&description={faceTarge

t}

Enter FR_door_1 for Source contains
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Enter FR_know for Caption contains

Enter {faceTarget} for Description contains

In Action, select an Action from Action dropdown menu to do when the event happens.

In this example, select Bookmark from Do action pulldown list and select a camera at camera pulldown list to
trigger when the event happens.

Click OK to confirm the Event and Action in Event Rule setting.
Back to the main page.

Event Bookmark for timeline playback
Vaidio alert would be shown as event when there is the event happen. Turn on the bookmark switch

at the right end of the timeline, user can see blue bookmark segment on

timeline, click on it to see detail event and click

to playback the event.

\

| FREvent
staff

FREvent

Staff

FREvent
M staff

FREvent
aff

Play bookmark from the beginning
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6. Trigger action - Exacq (HTTP)

Scenario 1:

User wants to add a FR alert in Vaidio and have event playback in Exacq client software.

To trigger an FR alert when a person (face) is detected from camera in a specific ROL. In this case, the trigger
http written in an Event to talk to Exacq client software when a person (face) is detected alert happens and
output to Exacq.

[Vaidio Server]

Click Add Alert button in Alert Rule under Alert menu. Add Alert panel pops up.

In Add Alert panel, add a FR Alert by selecting camera and FR list in Define Rule section.
Add an http trigger at Trigger Action section.

Select HTTP in Trigger Action pulldown list.

Enter below URL in
http://xxx.xxx.xxx.xxx:xxxx/action.cgi?Event={alertRuleName}&Camera={cameraName}
Click OK to apply http in this alert rule.

Scenario 2:

User wants to add an Intrusion alert in Vaidio and have event playback in Exacq client software.

To trigger an Intrusion alert when a person is detected from camera in a specific ROl. In this case, the trigger
http written in an Event to talk to Exacq client software when there’s Intrusion event happen in the selected
camera.

[Vaidio Server]
To add an http trigger at Trigger Action section in Add Alert page. Select Intrusion as Alert Type.

Enter below URL in
http: /3. xxx.xxx.xxx:xxxx/action.cgi?Event={alertRuleName}&Camera={cameraName}&Target={faceTarget}
Click OK to apply http in this alert rule.

[ExacqVision Client]

AICUDA

Please note the two (FR and Intrusion) trigger HTTP set in Vaidio could be configured in Exacq client software at

once by creating “Face” and “Intrusion” port.

Please refer to the steps to configure Exacq to have Face and Intrusion event port to get Vaidio alert trigger.

Serial Profiles

Data Retention

0.008/s

Wednesday, April 17, 2019 07:42:54

=

Go to Configuration Page

19
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2. Select Serial Profiles at the Configuration Filter at left side
3. Click New to add a new Profile for the event

4. Enter “Name” in Name text field

5. Enter “Events="in SOT marker

6. Enter “HTTP/1.1” in EOT marker

\/ exscqvision Client

Bwv - 8 x
BaQ| Q| @ | exacqvision
Configuration
CYTR— Serial Profiles
B syatems Data Retention 7
h gz:::’m Days to Retain Data: [ 60 | Apply Capet!

Q indortors e

B Event Monitoring Configuation | LiveDisplay | Event Keywards | Line Masks  Suiing Replacements  Rules
2 Groups Import... Export.. [ Select &ll

8 Maps

B Views [T _String _Enable.

B Tous Intrusion [ Person= [=]

B8 Layouts
B Video Walls
B ER1907022554

& & Configure Systen(
@ stonge
1 serial Ports
B Serial Profiles
i Notffications
&) Aute Expont
& Event Linking
14 Schedule
1 Achiving

5 @R Associations
B Uses

& Change Passwor{

] Case Sensitive
ew Delete

Apply Cancel
< >

7. Enter Vaidio IP address in Event Keywords
8. Enter a Keyword that can be displayed in Exacq Events (this is a playback marker)

\/ exacqVision Client

qHwv - =} X
B - || Q @ exacq\ision
Serial Profiles

Data Retention
B C Daya to Retain Data: [ 60 | 3 Apply Cancel
Profie
@ Event Monitoring

Configuration _ Live Display Tine Miasis | String s |
.é :;M; Impart... Export... D select
& Maps =
B view T String Live Search Replace e
1 Tous ntnsion mICE H = 1 1
B Layouts () Event= =]
1B Video Walls (] &Camen= =]
BB Enterprise (] &Targes- B B Pesons
=GP ER190T022554

% £ Configure Systen
A oo
) Serial Ports

B Serial Profiles
B Netsfications 10
@) Aute Export

&® Event Linking
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9. Under String Replacement Section

10. Enter the keywords that Vaidio will output to Exacq which will be replaced
11.

users)
12. Enter “Person="to replace “&Target="

In Replace column, replace with 3 “spaces” (The number of spacing and what to be replace is determine by
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\/ exacquision Client
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= @ ERI907022554 Select Name uu Profile Type + Addeess Port _Max Line Le Line Endir Timeout _Status

8% Configure Systen|| [T Face

Face ~TCP Listener [V]192.0680214 (81 80 HTTPAL1 0 Connecting.
14 [ storage O | intrusion = intrusion v TCPListener |v 1921681214 482 8 HITRAA Connecting.
L) Serial Ports
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&° Event Linking
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& Change Passwor]

Hew Delete
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13. Go to Configuration Page

14. In Serial Profiles section,

15. Click New to add a new Profile for the event

16. Select POS in Use column.

17. Enter new Profile for the types of events in Profile column.
18. Select TCP Listener in Type column.

19. Enter Vaidio IP address Under Address enter the Vaidio IP address

Cancel
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20. In Port column, enter the ports that Vaidio is configured with. Please use ports other than 80 and 443 because

these ports are already occupied by Exacq

21. In Line Endir.. column, enter “HTTP/1.1” as the end of line text.

After all set, Exacq should able to get Vaidio alert from a FR alert trigger. Here is how Vaidio alert displaying

event playback in Exacq. User can see Face and Intrusion event at the right side event section.

2 Uine Cross
2 = [ TSP-Entrancd
i face Dot

i

\/ exacqyision Ciient
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[ exacquision Serve ‘ VV o
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T 2 416/ 19 (i
0 Camerss Start Time: | 12:30 =

o iz

7] End Time: [ 16:30 5

E Views @ Client Time.
O Server Tiene
@ | o e tone

sinn 11 TT 1T T I 111 11 T 1T TTINTHT TITT TATT W I T
-h- Search Quick Export

1= Gl

Go to Search Camera Page in Exacq Client software to watch event playback

Check to select the Camera and POS Events that will be playing back
Select the date and time range to playback

Click on the events from the received Face and Intrusion events to playback.

21

Copyright © 2021 Aicuda Technology All rights reserved.




	1. Introduction
	2. Trigger action parameters
	3. Trigger action - HTTP
	4. Trigger action – BTX Bridge to Milestone XProtect
	5. Trigger action – Network Optix
	6. Trigger action – Exacq (HTTP)

